
October is National Cyber Security Awareness Month  
What do you do if your business has been hacked? 

 
Over 4,000 U.S. businesses are hacked daily so learn right 
now what to do when your business has a cyber incident. 
 
Do you know what to do when your business has been 
hacked? 
 
#1 BACK UP. BACK UP. BACK UP.  Back up your critical data 
before an incident and do it regularly. 
 
#2 Unplug from the Internet.  Isolate all affected IT systems. 
 
#3 Do NOT turn off or reboot affected equipment. 
 
#4 Seek assistance from your third party vendor or other 
source. 
 
#5 Document everything for future investigation and possible prosecution 
 
#6 Find your back-up data.  Make sure it's secure in case you need to rebuild your 
system.  Determine next steps with your computer services vendor(s). 

 
#7  Notify Utah SIAC or email sars@utah.gov, or 
call 801-256-2360 
 
#8  Notify the NCCIC (National Cybersecurity & 
Communications Integration Center) or call 888-282-
0870 
 
If the problem involves industrial control systems or 
SCADA contact ICS-CERT 
or call 877-776-7585. 
 
 

Learn how to eliminate the vast majority of your organization's cyber vulnerability here.  Look 
for more cyber resilience messages in your inbox next week and Happy National Cyber Security 
Awareness Month (NCSAM)! 
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